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Access to the HSDL Collection and the News Digest Collection

Most Homeland Security Digital Library (HSDL) resources are not openly available to the public at large. Full access to the HSDL Collection and the News Digest Collection is available to homeland security officials and academics for research, analysis, and policy and strategy development. Access is offered to U.S. citizens who are:

- federal, state, tribal, and local U.S. government officials;
- members of the U.S. military;
- homeland security researchers and academics;
- or security staff protecting organizations vital to U.S. infrastructure.

There are two options for getting full access to the HSDL Collection and the News Digest Collection. You may want to utilize both.

An individual account is a password-protected account, specific to you, that you can use anywhere, any time. With an individual account, you can take advantage of special and personalized features such as Email Alerts and My Lists, both are ways to access and organize information according to your requirements. An individual account is required for those who request access the Restricted Collection. Request an individual account now (link will take you to the NPS Center for Homeland Defense and Security website).

Organization-wide access allows eligible U.S. military installations, U.S. government agencies, and U.S. research institutions direct access to the HSDL without a login. Access is limited to the specified IPs or domain of that organization (e.g., a building or a campus). Please contact h SDL@nps.edu for further information regarding this type of access.

Access to the Restricted Collection

Access to the Restricted Collection is limited to U.S. government officials (at the local, state, tribal or federal level) and active members of the U.S. military. Users requesting access must have an individual HSDL account and be granted an additional level of authorization. To obtain this access, either login above with an existing account or begin by requesting an individual account. Once that account is confirmed, return and request access to the Restricted Collection.

Password
If you have forgotten your password, use the Forgot my password feature to send yourself an email containing instructions on how to reset it. This email will be sent to the email address that serves as your website login name. If you do not receive the email in a timely way, check your spam filter messages are easily filtered out.

Username/Login Name
Your username/login name is the email address you submitted to us when you signed up for the account. It is most likely your official email address, as we only accept personal, commercial accounts under certain circumstances. To manage your email addresses, login to your account profile on the NPS Center for Homeland Defense and Security (CHDS) website.

If you have problems or need to update your email address, contact techsupport@chds.us or call 831-272-2437.
Access to the Homeland Security Digital Library (HSDL)

The Homeland Security Digital Library (HSDL) is a program of the Naval Postgraduate School Center for Homeland Defense and Security (CHDS).

Individual Accounts

We invite all homeland security officials and academics to utilize the HSDL for research, analysis, and policy and strategy development. Full library access is offered to U.S. citizens who are:

- Federal, state, tribal, and local U.S. government officials
- Members of the U.S. military
- Homeland security researchers and academics
- Security staff protecting organizations vital to U.S. infrastructure

If you already have a website account at the NPS Center for Homeland Defense and Security, use it to login now. Otherwise, create a new HSDL account by following the links and instructions below. Once you have a registered account and have confirmed your request to participate, you will hear back from us by email within 1-2 business days (or you may qualify for immediate access).

When registering for an account, please use an official email address issued by your agency, organization, or institution. Personal, commercial accounts will not be accepted or will require additional scrutiny and verification. (Examples of official email addresses can be those ending in .gov, .mil, .edu, .org, etc. Email addresses ending in yahoo.com, gmail.com, hotmail.com, etc, are not considered official.)

Organization-wide Accounts

We invite U.S. government agencies (federal, military, tribal, state, or local), U.S. military installations, and U.S. academic or research institutions to apply for direct, organization-wide access to the HSDL without a login. Access is limited to the specified IP(s) or domain of that organization (e.g., a building or a campus). Please contact hsdlsupport@nps.edu for further information.

Access to the Homeland Security Digital Library is granted to local, tribal, state and federal U.S. government officials; members of the U.S. military; homeland security researchers; and corporate homeland security managers or contractors.

Request Access
General U.S. Policy Documents

2010 Joint Strategic Plan on Intellectual Property Enforcement
Open Abstract  Open Resource [pdf]
"The Prioritizing Resources and Organization for Intellectual Property Act (PRO-IP Act) directs the Intellectual Property Enforcement Coordinator (IPEC) to coordinate the development of a Joint Strategic Plan against... more
2010-06  911KB

2010 National Vaccine Plan: Protecting the Nation’s Health Through Immunization
Open Abstract  Open Resource [pdf]
"The purpose of the 2010 National Vaccine Plan is to provide strategic direction for the coordination of the vaccine and immunization enterprise for the NVP. The Program’s goals are to prevent infectious diseases and... more
2011-02  365KB

Connecting America: The National Broadband Plan
Open Abstract  Open Resource [pdf]
"Like electricity a century ago, broadband is a foundation for economic growth, job creation, global competitiveness and a better way of life. It is enabling entire new industries and unlocking vast new possibilities f... more
2010  11812KB

Department of Homeland Security Strategic Plan: Fiscal Years 2012-2016
Open Abstract  Open Resource [pdf]
"The U.S. Department of Homeland Security Strategic Plan for Fiscal Years (FY) 2012-2016 presents the Department’s goals, derived from the conclusions of the Quadrennial Homeland Security Review (QHSR) and the Bottom... more
2012-02  1064KB

Department of Homeland Security, June 2002
Open Abstract  Open Resource [pdf]
"Since September 11, all levels of government have cooperated like never before to strengthen aviation and border security, stockpile more medicines to defend against bioterrorism, improve information sharing among ou... more
Barack Obama
January 20, 2009 to January 20, 2017
44th President

Open Abstract Open Resource [pdf]

The Nation's critical infrastructure provides the essential services that underpin American society. Proactive and coordinated efforts are necessary to strengthen and maintain secure, functioning, and resilient criti... more
2013-02-12 165KB

Open Abstract Open Resource [pdf]
Key Legislation


Agencies & Organizations

Open Abstract Open Resource [pdf]
"An Act to enhance the border security of the United States, and for other purposes.
2002-05-14  95KB

Open Abstract Open Resource [pdf]
"An Act to establish the Department of Homeland Security, and for other purposes.
2002-11-25  547KB

Open Abstract Open Resource [pdf]
"An Act to authorize appropriations for fiscal year 2003 for intelligence and intelligence-related activities of the United States Government, the Community Management Account, and the Central Intelligence Agency Reti...
more
2002-11-27  204KB

Public Law 110: Central Intelligence Agency Act of 1949
Open Abstract Open Resource [pdf]
"An Act to provide for the administration of the Central Intelligence Agency, established pursuant to section 102, National Security Act of 1947, and for other purposes.
1949-06-20  770KB

Public Law 253: National Security Act of 1947
Open Abstract Open Resource [pdf]
"An Act to provide for the administration of the Central Intelligence Agency, established pursuant to section 102, National Security Act of 1947, and for other purposes.
"
Homeland Security-Related Executive Orders

Barack Obama
January 20, 2009 to January 20, 2017
44th President

Executive Order: Improving Critical Infrastructure Cybersecurity, February 12, 2013
Open Abstract Open Resource [pdf]

"Repeated cyber intrusions into critical infrastructure demonstrate the need for improved cybersecurity. The cyber threat to critical infrastructure continues to grow and represents one of the most serious national se...

Executive Order 13632: Establishing the Hurricane Sandy Rebuilding Task Force
Open Abstract Open Resource [pdf]

Barack Obama
2013-02-12 64KB
Argentina’s Defaulted Sovereign Debt: Dealing with the ‘Holdouts’ [February 6, 2013]

Open Abstract  Open Resource [pdf]

“...In December 2001, Argentina suffered a severe financial crisis, leading to the largest sovereign debt default in history. In 2005, after prolonged, contentious, and unsuccessful attempts to restructure the debt, Arge... more
Horneck, J. F. (John F.) 2013-02-06 364KB

National Flood Insurance Program: Status and Remaining Issues for Congress [February 6, 2013]

Open Abstract  Open Resource [pdf]

“...In late October 2012, Hurricane Sandy caused widespread flood-related property damage in coastal areas of states throughout the Northeast and the mid-Atlantic region. The storm exposed vulnerabilities in the region’s... more
King, Rawie O. 2013-02-06 522KB

U. S. Special Operations Forces (SOF): Background and Issues for Congress [February 6, 2013]

Open Abstract  Open Resource [pdf]

“...Special Operations Forces (SOF) play a significant role in U.S. military operations, and the Administration has given U.S. SOF greater responsibility for planning and conducting worldwide counterterrorism operations... more
Felosart, Andrew 2013-02-06 346KB

Support Offices in the House of Representatives: Roles and Authorities [February 5, 2013]

Open Abstract  Open Resource [pdf]

“...Article I of the Constitution, in Sections 2 and 3, authorizes the House of Representatives and Senate to choose their own officers. The number of such congressional support personnel, as well as their specific respons... more
Brudnick, Leo A. 2013-02-05 284KB

Appropriations Subcommittee Structure: History of Changes from 1920 to 2013 [February 5, 2013]

Open Abstract  Open Resource [pdf]

“...Article I, Section 9 of the U.S. Constitution provides that ‘No money shall be drawn from the Treasury, but in...

Influenza: Progress Made in Responding to Seasonal and Pandemic Outbreaks, Statement of Marcia Crosse, Director, Health Care, Testimony Before the Subcommittee on Oversight and Investigations, Committee on Energy and Commerce, House of Representatives

VA Health Care: Reported Outpatient Medical Appointment Wait Times are Unreliable, Statement for the Record by Debra A. Draper, Director, Health Care, Statement for the Record to the Committee on Veterans' Affairs, U.S. House of Representatives

Standard Missile-3 Block IIB Analysis of Alternatives [presentation]
The HSDL has identified and featured a selection of resources associated with primary topics in homeland security or topics particularly relevant to current issues in policy, strategy, and organizational management. Browse below for featured resources or search the entire HSDL collection for a more comprehensive list.

9/11 Ten Years Later
233 resources, last updated Nov 9 2012

Agroterror and Threats to Food Systems
41 resources, last updated Sep 27 2012

Border Security
38 resources, last updated Jan 11 2013

Climate Change
44 resources, last updated Feb 5 2013

Cyber Infrastructure Protection
99 resources, last updated Dec 10 2012

Domestic Terrorism: Extremism
38 resources, last updated Nov 13 2012

Domestic Terrorism: Jihadist/Islamist
33 resources, last updated Nov 13 2012

Domestic Terrorism: Single-Issue Terrorism/Special-Interest Extremism
22 resources, last updated Sep 14 2012

Earthquakes
41 resources, last updated Aug 28 2012

Energy Security
41 resources, last updated Oct 30 2012

Fusion Centers
100 resources, last updated Feb 8 2013

Gangs
36 resources, last updated Aug 31 2012

9/11 Ten Years Later
Agroterror and Threats to Food Systems
Border Security
Climate Change
Cyber Infrastructure Protection
Domestic Terrorism: Extremism
Domestic Terrorism: Jihadist/Islamist
Domestic Terrorism: Single-Issue Terrorism/Special-Interest Extremism
Earthquakes
Energy Security
Fusion Centers
Gangs
Hurricanes
Immigration
Interoperability
Lone Wolf Terrorism
Maritime Domain
Mass Evacuation
Mass Gatherings
Military Role in Homeland Security
Pandemic Influenza
School Violence
School Violence

Grouped by: General Documents & Resources, Guides & Preparedness, Reports & Studies, Websites

General Documents & Resources

Building School Resilience in an Era of Multiple Threats
Open Abstract  Open Resource [pdf]
From the thesis abstract: “There is a lack of attention towards the process of recovery in U.S. schools despite their vulnerability to natural and intentional threats with the potential of creating mass casualties. By... more
Van Sparrentak, Kenneth J.  2008-09  569KB

Bullying in Schools: An Overview
Open Abstract  Open Resource [pdf]
“Researchers from the National Center for School Engagement conducted a series of studies to explore the connections between bullying in schools, school attendance and engagement, and academic achievement. This bullet... more
Seelye, Ken; Tombart, Martin L.; Bennett, Laurie J.  2011-12  496KB

Bullying Prevention 101 for Schools: Dos and Don’ts
Open Abstract  Open Resource [pdf]
“This document provides a list of dos and don’ts for schools in developing anti-bullying practices and policies. Section I outlines overall best practices and objectives for addressing school bullying. Section II prov... more
Sweater, Susan M.; Does, Mila Jones, Lisa (Lisa M.)  2012-02-23  114KB

Campus Law Enforcement Social Media Fact Sheet
Open Abstract  Open Resource [pdf]
“Social media is integrated technology that allows users to generate their own content and share that content through various connections. Social media focuses on integration, collaboration, and interaction. Examples of soci... more
2011-06  812KB
The HSDL has identified and featured a selection of resources that can assist with research in homeland security policy, strategy and organizational management. Browse below for featured resources or search the entire HSDL collection for a more comprehensive list.

Books and Journals

Government Homeland Security Offices

Selected Websites

Thesis & Dissertation Repositories

Dictionaries, Glossaries & Lexicons

Grants

Statistics

Government Homeland Security Offices

Selected Websites

Statistics

Thesis & Dissertation Repositories
Active Shooter: Recommendations and Analysis for Risk Mitigation, 2012 Edition

The type of police response to an active shooter attack depends on the unique circumstances of the incident. In the event of such an attack, private security personnel should follow the instructions of the first-resp... more

Biote, Christopher; Andersen, John; Alvarez, Richard 2012-12-21 1088KB

Active Shooter: Recommendations and Analysis for Risk Mitigation

The type of police response to an active shooter attack depends on the unique circumstances of the incident. In the event of such an attack, private security personnel should follow the instructions of the first-resp... more

Biote, Christopher; Andersen, John; Alvarez, Richard 2011-01 1313KB

Active Shooter: How to Respond

This pamphlet provides guidance to individuals, including managers and employees, who may be caught in an active shooter situation, and discusses how to react when law enforcement responds.” It reviews the profil... more

2005-10 950KB

Proactive Planning for Active Shooter Situations

“A Pennsylvania police department has crafted a program to educate community organizations such as schools and businesses on how to better respond to an active shooter situation.” It reviews the profi... more

Open Abstract Open Resource [pdf]
Defeating the Active Shooter: Applying Facility Upgrades in Order to Mitigate the Effects of Active Shooters in High Occupancy Facilities

From the thesis abstract: The average duration of Active Shooter incidents in Institutions of Higher Education within the United States is 12.5 minutes. In contrast, the average response time of campus and local law ... more

Active Shooter: Recommendations and Analysis for Risk Mitigation, 2012 Edition

The type of police response to an active shooter attack depends on the unique circumstances of the incident. In the event of such an attack, private security personnel should follow the instructions of the first-responder... more

Active Shooter: How to Respond

This checklist provides guidance to individuals, including managers and employees, who may be caught in an active shooting event.
Defeating the Active Shooter: Applying Facility Upgrades in Order to Mitigate the Effects of Active Shooters in High Occupancy Facilities

From the thesis abstract: "The average duration of Active Shooter incidents in Institutions of Higher Education within the United States is 12.5 minutes. In contrast, the average response time of campus and local law enforcement to these incidents is 18 minutes. In the majority of Active Shooter incidents affecting U.S. IHEs [Institution of Higher Education], the emergency response time greatly exceeds the incident duration and affords law enforcement authorities no opportunity to interdict the shooter or prevent further casualties. This stark contrast between response requirements and response capability produces a considerable delta of dead, injured or potential victims and provides the unfortunate motivation for this project. The primary focus of this project is aimed at reducing the Rate of Kill of Active Shooters in U.S. IHEs. This thesis contains 14 case studies that examine lethal Active Shooter incidents that occurred in U.S. IHEs, as well as the Oslo and Utoya Island Active Shooter event that occurred in Norway. Data analysis on each of these incidents revealed facility composition as a critical vulnerability common to all of these incidents. Accordingly, the recommendations included in this thesis suggest a practical implementation of facility upgrades capable of mitigating the deadly effects of Active Shooters."

Author: Hubbard, Sean K, Engenbright, Charles E.
Publisher: Naval Postgraduate School (U.S.)
Date: 2012-06
Copyright: Public Domain
Media Type: application/pdf
URL: https://www.hSDL.org/?view&did=718911
Active Shooter: Recommendations and Analysis for Risk Mitigation, 2012 Edition

The type of police response to an active shooter attack depends on the unique circumstances of the incident. In the event of such an attack, private security personnel should follow the instructions of the first-responders from the NYPD (New York Police Department). Because active shooter attacks are dynamic events, the NYPD cannot put forward a single set of best-practices for private security response to such incidents. However, the NYPD has compiled a list of recommendations for building security personnel to mitigate the risks from active shooter attacks. The recommendations draw on previous studies of active shooter attacks and are presented in Part II. The NYPD developed these recommendations based on a close analysis of active shooter incidents from 1988 to 2012. This Compendium of cases, presented in the Appendix, includes 324 active shooter incidents. It is organized chronologically by type of facility targeted, including office buildings, open commercial areas, factories and warehouses, schools, and other settings. The NYPD performed a statistical analysis on a subset of these cases to identify common characteristics among active shooter attacks. This analysis is presented in Part III and the underlying methodology is presented in Part IV. The analysis found a large degree of variation among attacks across some broad categories, including: sex of the attacker, age of the attacker, number of attackers, planning tactics, targets, number of casualties, location of the attack, weapons used, and attack resolution. The analysis also provides insight into the frequency of active shooter attacks.

Author: Riddle, Christopher
Andersen, John
Alvarez, Richard

Publisher: New York (N.Y.) Police Dept.

Date: 2012-12-21

Copyright: 2012 New York Police Department. Posted here with permission. Documents are for personal use only and not for commercial profit.


URL: https://www.hsdl.org/?view&did=727755
Active Shooter: Recommendations and Analysis for Risk Mitigation, 2012 Edition

Open Abstract  Open Resource [pdf]

"The type of police response to an active shooter attack depends on the unique circumstances of the incident. In the event of such an attack, private security personnel should follow the instructions of the first-responder... more

Biello, Christopher; Andersen, John; Alvarez, Richard  2012-12-21  1089KB

Active Shooter: Recommendations and Analysis for Risk Mitigation

Open Abstract  Open Resource [pdf]

"The type of police response to an active shooter attack depends on the unique circumstances of the incident. In the event of such an attack, private security personnel should follow the instructions of the first-responder... more

Biello, Christopher; Andersen, John; Alvarez, Richard  2011-01  1313KB

Active Shooter: How to Respond

Open Abstract  Open Resource [pdf]

"This pamphlet provides guidance to individuals, including managers and employees, who may be caught in an active shooter situation, and discusses how to react when law enforcement responds." It reviews the profil... more

2005-10  950KB

FEMA Independent Study Program: IS-907 - Active Shooter: What You Can Do

Open Abstract  Open Resource [webpage]

This Independent Study (IS) is available through the Federal Emergency Management Agency’s Emergency Management Institute’s website. The purpose of this study is to provide guidance and best practices on how to prepare for active shooter events. It includes useful information on planning and preparation, as well... more

2012-12  950KB
Add Email Alert?

for new resources with Terms: EXACT: "active shooter" in title or summary

Confirm - establish this as an alert | cancel

Established Email Alerts [sent to gmarlatt@nps.edu]

HSDL Quarterly Newsletter

Critical Releases in Homeland Security

Terms: ALL (critical AND infrastructure) in title or summary within the HSDL Collection (full)

Terms: ALL piracy in title within the HSDL Collection (full)

Terms: ALL (infrastructure AND protection) in title or summary within the HSDL Collection (full)

Terms: ALL (prison AND radicalization) in title within the HSDL Collection (full)

Terms: ALL (cybersecurity AND infrastructure) in title or summary within the HSDL Collection (full)
What are the Basic Search options?

A Basic Search allows you to conduct a simple keyword or exact phrase search using the options described below.

Option: keyword search [default]

What it does: search for documents containing one or more words
When/how to use:

to search for resources with one or more keywords
multiple words can be combined with and or simply strung together
example: weapons and destruction and biological or weapons destruction biological

Example search for weapons of mass destruction as keywords:

```
SEARCH THE HSDL  Advanced Search  Help  Suggest Resources

weapons of mass destruction

term in any field  HSDL Collection (limited)  Search
```

Option: exact phrase search

What it does: search for documents containing an exact sentence or phrase
When/how to use:

to search for resources with a specific term or phrase
use quotes around your search term to search for an exact phrase.
"weapons of mass destruction" will return results where the complete phrase appears.
without quotes, it will return results where words in the search term appear in any order.

Example search for "weapons of mass destruction" as an exact phrase:

```
SEARCH THE HSDL  Advanced Search  Help  Suggest Resources

"weapons of mass destruction"

term in any field  HSDL Collection (limited)  Search
```
What are the Advanced Search options?

An Advanced Search allows you to retrieve more targeted results.

Option: all of the words (and)

What it does: search for resources where all of the words appear
When/how to use:
to search for a set of keywords that must appear in the resource, regardless of order

Example:

```
SEARCH THE HSDL
ALL OF THE WORDS
weapons of mass destruction
doctrine
SEARCH
```

Option: any of the words (or)

What it does: search for resources where any of the words appear
When/how to use:
to search for a set of key words that may appear in the resource
use this if there are acronyms, synonyms or spelling variations that would help with your search

Example:

```
SEARCH THE HSDL
ANY OF THE WORDS
weapons of mass destruction
biological, chemical, or radiological
doctrine
SEARCH
```
Executive Order on Improving Critical Infrastructure Cybersecurity

Submitted by smcortez on Wed, 02/13/2013 - 13:36

Yesterday, President Obama signed an Executive Order on Improving Critical Infrastructure Cybersecurity.

Yesterday, President Obama signed an Executive Order on Improving Critical Infrastructure Cybersecurity.

From the Executive Order: “Repeated cyber intrusions into critical infrastructure demonstrate the need for improved cybersecurity. The cyber threat to critical infrastructure continues to grow and represents one of the most serious national security challenges we must confront. The national and economic security of the United States depends on the reliable functioning of the Nation’s critical infrastructure in the face of such threats. It is the policy of the United States to enhance the security and resilience of the Nation’s critical infrastructure and to maintain a cyber environment that encourages efficiency, innovation, and economic prosperity while promoting safety, security, business confidentiality, privacy, and civil liberties.”

The Executive Order seeks to strengthen “the U.S. Government’s partnership with critical infrastructure owners and operators to address cyber threats” by:

- Establishing new information sharing programs to provide classified and unclassified threat information to U.S. companies
- Developing a Cybersecurity Framework, led by the National Institute of Standards and Technology (NIST)
- Maintaining strong privacy and civil liberties protections
- Identifying critical infrastructure at greatest risk
- Reviewing and improving existing cybersecurity regulation
- Creating a voluntary critical infrastructure cybersecurity program to support the adoption of the Cybersecurity Framework

To read the White House press release concerning this Executive Order, click here.

Scientist Examine the Impact of Climate Change on U.S. National Security

Submitted by fgibson on Wed, 02/13/2013 - 12:27

A new report from Harvard University’s Center for the Environment titled “Climate Extremes: Recent Trends with Implications for National Security” identifies security risks from extreme weather and climate change.

The increasing number of extreme weather events such as floods, drought, heat waves, and severe storms spurs scientists to draw connection between increasing greenhouse gases and extreme weather. This new study was conducted to examine the potential impact extreme weather events will have on national security planning.

The authors of the report asked the following questions in regard to the coming decade:

- Would these anomalous climate extremes persist?
- To what extent are the extreme conditions a result of natural variability or greenhouse warming?
The librarians at the Homeland Security Digital Library created this custom search engine to help blog readers find postings on topics of interest in the growing community of Homeland Security bloggers.
Email your recommendations, documents, media or links to the HSDL team at hsderef@nps.edu (link will open your email client)

We rely on homeland security professionals and researchers across the country to assist in the collaborative effort to help define the discipline of homeland security and facilitate the sharing of essential policy, strategy, organization, and research information throughout the homeland security professional community.

Please recommend or send the following types of resources to the HSDL. All submissions are welcome. We greatly appreciate the cases where you can attach the actual document.

- State policy documents including draft copies
- Reports and evaluations
- Lessons learned or after action reports
- Best practices
- Links to websites
- Newsletters

All submissions are subject to review and the appropriate permissions will be obtained. HSDL team subject and state specialists are available upon request.
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